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1. INTRODUCTION 

This privacy policy explains how Company Webcast B.V. ("Company Webcast", "CWC", "we", 

"our", or "us") collects, uses, shares, and protects your personal data in its role as a Data Controller. 

It applies when you visit or interact with our website, use our web-based services, or engage 

directly with CWC through our digital channels. When CWC processes personal data on behalf of 

clients as a Data Processor, the applicable privacy statement is provided on the relevant webcast 

platform or service environment. 

Company Webcast B.V. is a company registered in the Netherlands with its registered office at 

Beursplein 5, 1012 JW Amsterdam, Netherlands, and is part of Euronext Corporate Solutions and 

the Euronext N.V. Group. 

This privacy statement applies to all personal data collected from individuals who: 

• Visit or interact with our websites; 

• Register for a demo or online event; 

• Communicate with us through forms or other channels; 

• Have their data processed by CWC acting as a data controller for its own business purposes, 

such as marketing, event management, website analytics, or customer relationship 

management or contract administration; 

Our website and services enable organisations to deliver secure and professional webcast and video 

communication experiences. Although access to the CWC platform is typically provided through 

a corporate or institutional agreement, this privacy statement applies only to the processing 

activities where CWC acts as a data controller.  

We are committed to protecting your privacy and handling your personal data responsibly, in 

accordance with applicable data protection legislation, including the General Data Protection 

Regulation (GDPR) and the UK GDPR. 

By using our website or services in contexts where CWC acts as a data controller, you acknowledge 

and accept the practices described in this privacy policy. For processing activities where CWC acts 

as a data processor on behalf of a client, please refer to the privacy statement provided on the 

relevant platform or service. If you have any questions, contact us using the details provided in the 

contact section below. 

For detailed information about the data privacy policy of our streaming service, please refer to this 

Data Privacy Facsheet. 

https://info.companywebcast.com/hubfs/5.%20Company%20Webcast/Terms%20and%20Conditions/Privacy%20Policy/Company%20Webcast%20Data%20Privacy%20Factsheet%202025.pdf
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This privacy policy was last updated in June 2025. 
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2. IMPORTANT INFORMATION AND WHO WE ARE 

2.1 Purpose and scope 

This privacy policy applies to personal data collected in the following scenarios: 

• When you visit or interact with our website; 

• When you request a demo or access the Portal; 

• When you communicate with us (via email, phone, or contact forms); 

• When you attend webinars, events, or training sessions hosted by CWC; 

• When we manage our contractual relationship with clients, vendors, or partners, 

including invoicing, support, and account administration. 

2.2 Controller /processor 

CWC is the data controller for personal data collected through our website, including when you 

browse, register for a demo, communicate with us, or engage with our services. As the Data 

Controller, CWC determines the purposes and means of processing such personal data in 

accordance with applicable data protection laws, including GDPR and the UK GDPR. 

In some cases, CWC may act as a Data Processor. This occurs when we process personal data on 

behalf of a corporate subscriber or client, as part of the services we provide to them. In these 

situations, the corporate subscriber or client is the Data Controller, meaning they determine the 

purposes and means of processing the data. CWC may use data related to Controller’s use of the 

software for the purpose of service development and statistics.  CWC processes the data strictly in 

accordance with their instructions and applicable data processing agreements.  

Examples of when CWC acts as a Data Processor: 

• When a corporate subscriber provides personal data to CWC to facilitate access to CWC 

Products (e.g., the CWC Portal). 

• When CWC is engaged to process data related to compliance and regulatory reports on 

behalf of the corporate subscriber. 

If you have any questions regarding whether CWC is acting as a Data Processor or Data Controller 

in relation to your personal data, please refer to the privacy statement provided on the relevant 

platform or service. 

We have appointed a Data Protection Officer (DPO) to oversee compliance and privacy-related 

matters. If you have any questions about this Privacy Policy or would like to exercise your rights, 

please contact the DPO using the contact details provided below. 

2.3 Contact details 

If you have any questions about this Privacy Policy or how CWC processes your personal data, 

you can contact us using the details below: 
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Full legal entity name: Company Webcast B.V. 

Company registration: Registered in The Netherlands under company number 68034970 

(Dutch Chamber of Commerce) 

Registered office address: Beursplein 5, 1012 JW Amsterdam, The Netherlands 

Email address: dpo.ecs@euronext.com 

Postal address: 14, place des Reflets – CS30064 - 92054 Paris la Défense. 

2.4 UK Representative 

For individuals in the UK, our appointed representative is: 

Company name: ECS UK 

Company registration number: Z9612769 

Email address: dpo.ecs@euronext.com 

2.5 Changes to the privacy policy and your duty to inform us of changes 

This version was last updated on the date stated at the beginning of this privacy policy. We reserve 

the right to amend this privacy policy from time to time as required to ensure its accuracy.  

It is important that the personal data we hold about you is accurate and current. Please keep us 

informed if your personal data changes during your relationship with us. 

3. The data we collect about you 

3.1 Personal data we collect 

Personal data, or personal information, refers to any data relating to an identified or identifiable 

natural person. This includes data that can directly or indirectly identify you, such as a name, 

identification number, or location data. Data that has been anonymised so that it cannot be linked 

back to an individual is not considered personal data under applicable law. For formal definitions, 

please refer to Annex 1 - Glossary of Terms. 

When you visit or interact with the CWC website, use our services directly, or engage with our 

digital channels, we may collect and process the following categories of personal data in our 

capacity as a Data Controller: 

• Device and technical information: Information about your browser, device, operating 

system, and other technical identifiers, such as IP address and cookies. This data is 

collected through analytics tools, cookies, and log files to monitor site performance and 

enhance the user experience. 

• Contact and professional information: When you fill in a contact form, request a demo, 

sign up for a newsletter or event, or download content, we may collect your name, email 

address, phone number, job title, and company name. 

mailto:dpo.ecs@euronext.com
mailto:dpo.ecs@euronext.com
mailto:dpo.ecs@euronext.com
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• Usage data: Data on how you interact with our website, including pages visited, time spent, 

click behaviour, and referring URLs. This information may be collected via tracking tools 

such as cookies and pixels. 

• Marketing preferences: If you consent to receive marketing communications, we collect 

your preferences and track engagement with emails (e.g., opens and clicks) to improve 

relevance and performance. 

• Professional and financial data: In some contexts—such as support processes or contract 

management—we may collect information related to your company affiliation, role, and 

basic contract-related data. 

• Data sources: We may collect personal data directly from you or receive it through third-

party platforms, integration tools, or publicly available sources (e.g., LinkedIn or business 

databases), where legally permitted. 

• Service development: We may use personal data for the purposes of enhancing our 

services, improving platform functionality, conducting statistical analysis, and bettering 

user experience. 

• Data collected from corporate subscribers: In some cases, personal data about 

individuals working with our corporate subscribers may be collected, including name, job 

title, email address, and role within the organization. 

This personal data is collected and processed for purposes such as responding to inquiries, 

delivering requested services or information, improving our platforms, and conducting direct B2B 

marketing in accordance with applicable data protection legislation. All processing is governed by 

our internal Records of Processing Activities (ROPA) and data governance protocols. 

Aggregated and anonymised Data 

We may use aggregated or anonymised data (such as traffic reports or usage trends) for analytical 

and internal reporting purposes. This data does not identify you and is not considered personal data 

under data protection law. For example, we may use aggregated analytics to assess how many 

visitors access a particular page. 

If we ever combine anonymised or aggregated data with information that could identify you, we 

will treat the combined data as personal data and handle it in line with this privacy policy. 

3.2 If you choose not to provide personal data 

In cases where we need to collect personal data by law or to fulfil a specific request (e.g. contacting 

you after a demo request), and you choose not to provide that information, we may be unable to 

respond to your request or provide certain features of the website. We will inform you at the time 

if this is the case. 
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4. How is your personal data collected? 

CWC collects personal data through several methods, depending on how you interact with our 

website or engage with our services. In our role as a Data Controller, we may collect personal data 

through the following channels: 

• Direct interactions: You may provide personal data directly by completing forms on our 

website—such as requesting a demo, downloading resources, signing up for a CWC-hosted 

event or webcast, or contacting us via phone or email. This typically includes your name, 

email address, phone number, job title, and company name. 

• Event and webcast participation (hosted by CWC): When you register for or attend an 

event or webinar organised by CWC, we may collect data such as registration details, 

attendance records, poll responses, chat inputs, and feedback submissions. This 

information helps us manage the event, follow up with participants, and improve future 

sessions. 

• Automated technologies and analytics: As you browse our websites or use our digital 

services, we may automatically collect technical data using cookies, pixels, server logs, 

and similar technologies. This includes your IP address, browser type, device information, 

session duration, referring URLs, and interaction patterns on the site. Personal identifiers 

are collected only where you have given consent; otherwise, data is anonymised or 

aggregated. 

• Third-party and public sources: We may enrich our data using information obtained 

from: 

o Registration and feedback tools used for CWC-hosted events 

o CRM and communication platforms used for client engagement 

o Lead generation and marketing providers 

o Publicly available sources such as LinkedIn or company websites 

• Contractual and business engagements: In the context of establishing or managing 

contractual relationships, CWC may collect and process personal data as a Data Controller. 

This includes: 

o Contact details such as names, job titles, business email addresses, and phone 

numbers of individuals representing current or prospective clients, suppliers, or 

partners; 

o Information related to the negotiation, signing, and administration of contracts; 

o Data necessary for billing, support, or customer account management; 
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o Records maintained to comply with legal, tax, or regulatory obligations (e.g. audit 

logs, due diligence documentation). 

This data is processed to facilitate business operations, fulfil contractual obligations, and ensure 

compliance with applicable legal requirements. 

5. How we use your personal data 

CWC processes personal data only where permitted under applicable data protection legislation, 
including the GDPR and the UK GDPR. When you visit our website, engage with our content, 
register for events, request information, or otherwise interact directly with us, CWC acts as a Data 
Controller, determining the purposes and means of processing your personal data. 

We rely on several legal bases for processing, depending on the context of the interaction: 

Legal Basis Purpose of Processing 

Consent Where legally required, we process your 
personal data based on your explicit 
consent. You may withdraw your consent 
at any time. This may include: 
 

• Sending newsletters, product 
updates, and event invitations; 

• Placing non-essential cookies or 
tracking technologies on your 
device. 

Legal obligations In limited cases, we process personal data 
to comply with legal or regulatory 
requirements. This may include: 
 

• Maintaining records for financial, 
audit, or compliance purposes; 

• Responding to lawful requests 
from competent public authorities; 

• Safeguarding legal claims or 
ensuring regulatory compliance. 

Legitimate interests We process personal data to support our 
legitimate business interests, provided 
these do not override your fundamental 
rights and freedoms. Examples include: 
 

• Improving website functionality 
and user experience; 

• Analysing website traffic and 
visitor interactions using cookies 
and analytics tools; 
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• Responding to inquiries, demo 
requests, and content downloads; 

• Conducting internal reporting and 
marketing performance analysis; 

• Identifying potential business 
leads via B2B marketing tools; 

• Enriching business contact data 
from public or third-party sources; 

• Running targeted advertising 
campaigns (where legally 
permitted). 

Performance of a contract We process personal data where necessary 
to enter into or perform a contract with 
you or the organisation you represent. 
This may include: 
 

• Managing business relationships 
and client communications; 

• Providing access to requested 
services or features; 

• Issuing invoices, managing 
contractual documentation, and 
delivering support; 

• Processing data necessary to 
formalise or renew service 
agreements. 

Profiling or automated decision-making CWC does not engage in automated 
decision-making or profiling that has legal 
or similarly significant effects on 
individuals. Any segmentation or analysis 
is solely used to enhance service delivery 
and marketing relevance and does not form 
the basis of decisions affecting individual 
rights. 

 

5.1 Cookies and tracking technologies 

The CWC website uses cookies and similar technologies to distinguish you from other users, 

enhance your browsing experience, and help us analyse traffic and improve our platforms. Cookies 

also allow us to personalise content, remember your preferences, and understand how visitors 

interact with our site and services. Cookies are small text files stored on your device when you 

visit a website. They may be set by CWC directly (first-party cookies) or by third-party services 

used on our site (third-party cookies). If you disable or refuse cookies, some parts of the website 

may become inaccessible or may not function properly. An overview of the cookies used can be 

found in Annex 2.  
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When you first visit the CWC website, you will be prompted with a cookie banner that allows you 

to manage your cookie preferences. You can choose to accept or reject non-essential cookies such 

as performance and targeting cookies. If you accept these cookies, you are giving your explicit 

consent for CWC to process your personal data as described in this privacy policy.  

You have the right to change your cookie preferences at any time by accessing the "cookie settings" 

on our website. Please note that rejecting certain cookies may affect the functionality of some parts 

of the website and services.  

Important: This section applies only to cookies set on the CWC corporate website. Cookies used 

on CWC product platform are governed by separate cookie policies applicable to those platforms. 

Users of those services should refer to the relevant in-platform notices for details on platform-

specific cookies, trackers, and settings.  

Legal Basis  

Where required under applicable law, we use cookies on the basis of your consent, which is 

requested via a cookie banner when you first access our site. You may withdraw your consent or 

adjust your preferences at any time using your browser settings or the cookie management tool 

provided on our website.  

For cookies that are strictly necessary for the operation of the site, the legal basis is CWC’s 

legitimate interest in providing a functional, secure digital environment.  

Cookie duration and expiry  

CWC undertakes to delete or anonymise all cookies that we control after a maximum duration of 

12 months. After this period, your consent will be requested again.  

Cookie categories and purposes  

Cookie Type  Purpose  Description / Examples / Third Parties 

Involved  

Strictly 

Necessary  

Enable platform access and 

basic website functionality  

Used for authentication, load balancing, session 

management, and remembering your cookie 

preferences.  

Functional  Remember user preferences and 

interface settings  

Used to store language selection, interface 

layout, and form autofill.  

Analytics  Understand user behaviour, 

traffic patterns, and optimise 

performance  

Track page visits, bounce rates, conversions, and 

usage metrics.  
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Targeting  Deliver relevant content and 

advertising based on your 

interaction with our campaigns  

Used to track advertising campaign performance 

and build retargeting audiences. 

 

You can manage your cookie preferences through your browser settings. You may choose to refuse 

some or all cookies or set your browser to alert you when cookies are being used. Please note that 

disabling certain cookies may affect the availability or functionality of parts of the website. An 

explanation on how you can remove cookies can be found in Annex 3. 

5.2 Change of purpose 

We will only use your personal data for the purposes for which we collected it, unless we 

reasonably consider that we need to use it for another reason and that reason is compatible with 

the original purpose. If you wish to get an explanation as to how the processing for the new purpose 

is compatible with the original purpose, please contact us at dpo.ecs@euronext.com. 

If we need to use your personal data for an unrelated purpose, we will notify you and we will 

explain the legal basis which allows us to do so. Please note that we may process your personal 

data without your knowledge or consent, in compliance with the above rules, where this is required 

or permitted by law. 

6. Job applicants 

The personal data you provide as part of a job application (e.g., CV, cover letter, and other 

application-related materials) is processed in accordance with the applicable privacy policy of 

Euronext Corporate Services. We collect, use, and protect this data to assess your qualifications, 

communicate with you regarding job opportunities, and comply with legal requirements. 

For detailed information on how we collect, use, and protect your personal data during the 

recruitment process, please refer to the specific Euronext Corporate Services privacy policy. 

7. Disclosure of your personal data and international 

transfers 
Personal data processed by CWC may be stored on secure servers located within the European 

Economic Area (EEA). In certain cases, personal data may be transferred outside the EEA, the 

United Kingdom (UK), or Switzerland. When such transfers occur, CWC ensures that appropriate 

safeguards are in place in accordance with applicable data protection laws. These safeguards may 

include: 

• Standard Contractual Clauses (SCCs) approved by the European Commission 

• The UK International Data Transfer Agreement (IDTA) 

mailto:dpo.ecs@euronext.com
https://www.corporatesolutions.euronext.com/privacy-policy
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• Adequacy decisions issued by the European Commission or relevant UK authority. 

• Participation in recognised data transfer frameworks, such as: 

o The EU-U.S. Data Privacy Framework 

o The UK Extension to the EU-U.S. Data Privacy Framework 

o The Swiss-U.S. Data Privacy Framework 

Euronext US Inc. and relevant subsidiaries are certified under these frameworks where applicable. 

6.1 Group sharing 

We may disclose your personal data to other entities within the Euronext N.V. group, of which 

CWC is a subsidiary, for internal administrative, compliance, and operational purposes. 

6.2 Disclosure to third parties 

We may also disclose your personal data to trusted third parties in limited circumstances and for 

purposes aligned with the services we provide. These include: 

• Regulatory authorities or law enforcement agencies, where required by law; 

• Third-party service providers who support us with IT infrastructure, hosting, analytics, 

support, and communication tools; 

• Third parties involved in financial market activities, events, or training sessions organised 

in collaboration with CWC; 

• Professional advisers, including legal, tax, compliance, and accounting consultants; 

• Prospective buyers or business partners in connection with a potential merger, acquisition, 

or corporate restructuring. 

6.3 Safeguards and responsibilities 

We require all third parties to respect the security and confidentiality of your personal data and to 

process it in accordance with applicable data protection laws. Third-party service providers are not 

permitted to use your personal data for their own purposes and may only process it on our 

instructions and for the specified purposes set out in our agreements with them. 

6.4 Links to third-party websites and external platforms 

The CWC website may contain links to external websites or services. This privacy policy does not 

apply to those third parties, and CWC is not responsible for their data processing practices. We 

encourage you to review their privacy policies. 

Additionally, CWC may use external tools and platforms operated by third parties—for example, 

to collect customer feedback, reviews, or provide comparison services. When you interact with 
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these tools (such as leaving a review), the processing of your personal data is governed by the 

privacy policy of the respective third-party provider. CWC is not responsible for how those parties 

handle your data, and we recommend that you consult their privacy statements before submitting 

any personal information. 

6.5 Social media 

If you share content from the CWC website via social media, your personal data may become 

visible to others based on your privacy settings on those platforms. CWC is not responsible for the 

processing of your data by such platforms. 

7. Data Security and confidential information 
CWC is committed to protecting your personal data and has implemented appropriate technical 

and organisational measures to safeguard it against accidental or unlawful destruction, loss, 

alteration, unauthorised disclosure, or access. 

CWC is certified under ISO/IEC 27001 (information security management), ensuring that your 

data is handled in accordance with internationally recognised standards. 

To protect personal data, CWC applies robust security controls, including: 

• Secure servers and firewall protection to prevent unauthorised access to the platform and 

customer data. 

• Encryption of data where applicable, including during certain data transmissions 

• Restricted, role-based access controls ensuring that only authorised personnel with a 

business need can access personal data. 

• Regular security audits, assessments, and monitoring to identify risks and maintain 

certification requirements. 

In addition, we have procedures in place to deal with any suspected personal data breaches. Where 

legally required, we will notify affected individuals and relevant data protection authorities without 

undue delay. 

Please note that while CWC takes reasonable steps to secure your data, the transmission of data 

over the internet is never completely secure. For example, email and other external 

communications are not encrypted. We strongly advise you not to send sensitive personal 

information (such as bank or credit card details) via email. By choosing to use email or other 

unencrypted methods, you acknowledge the potential risk of interception by third parties and 

accept that CWC is not responsible for any resulting loss or damage. 
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8. Data Retention 

CWC will only retain your personal data for as long as necessary to fulfil the purposes for which 

it was collected, including to respond to your inquiries, manage communications, improve our 

website, or comply with legal and regulatory obligations. 

When determining how long to retain your data, we consider: 

• The nature, sensitivity, and volume of the personal data 

• The potential risk of harm from unauthorised access or disclosure 

• The specific purpose for which we collected the data and whether that purpose can still be 

achieved. 

• Legal, regulatory, or contractual retention obligations that may apply. 

If you have an active business relationship with CWC, retention periods may be extended as 

needed to meet contractual or legal obligations. 

CWC will retain your personal data for no longer than necessary to fulfil the purposes for which 

it was collected, including compliance with legal, regulatory, or contractual obligations. We 

regularly assess the need for retaining personal data and ensure it is not kept for longer than 

required by applicable laws or business purposes. You may request the deletion of your personal 

data at any time, subject to our legal obligations. For more information, please see section 9 on 

your rights. 

9. Your Rights 

As a data subject, you have certain rights under applicable data protection laws in relation to the 

personal data we process about you. These rights are not absolute and may be subject to limitations 

or exemptions under relevant law. 

The table below outlines your key rights: 

Right What it means 

Right to be 

informed 

You have the right to be informed about how we collect, use, and store your 

personal data, including your rights in relation to that data. 

Right of access You may request confirmation of whether we process your personal data and 

obtain a copy of the data we hold about you. 

Right to 

rectification 

You can ask us to correct any inaccurate or incomplete personal data we 

hold about you. 
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Right to 

erasure 

In certain circumstances, you may request the deletion of your personal data. 

You may also have the right to provide post-mortem instructions regarding 

the handling of your personal data after your death, where this is provided 

under applicable law (e.g. French data protection law). CWC will comply 

with such instructions where legally required. 

Right to 

restrict 

processing 

You may request that we restrict the use of your personal data in specific 

cases, such as when you contest its accuracy or object to our use of it. 

During restriction, we may store your data but not process it further. 

Right to object Where we process your personal data based on legitimate interests, you have 

the right to object. We will stop the processing unless we demonstrate 

compelling legitimate grounds to continue. 

Right to data 

portability 

Where processing is based on your consent or a contract with you, you may 

request to receive your personal data in a structured, commonly used, 

machine-readable format or to have it transferred to another controller, 

where technically feasible. 

You may exercise your rights by contacting us through one of the following methods: 

• Contacting the Euronext Data Protection Officer: dpo.ecs@euronext.com 

• By post: 

CWC B.V 

Attn. Data Protection Officer 

14, place des Reflets – CS30064 

92054 Paris la Défense. 

We may request proof of identity to verify your request in line with our internal procedures. 

Supervisory Authorities 

You also have the right to lodge a complaint with the competent supervisory authority. We 

encourage you to contact us first to allow us the opportunity to address your concerns. 

Contact details of data protection authorities in jurisdictions where CWC is active: 

• Netherlands (Autoriteit Persoonsgegevens): https://autoriteitpersoonsgegevens.nl/en 

• United Kingdom (Information Commissioner’s Office – ICO): https://ico.org.uk/ 

• France (CNIL): https://www.cnil.fr/en/home 

• Sweden (IMY): https://www.imy.se/en 

9.1 No fee usually required 

You will not be required to pay a fee to access your personal data or to exercise any of your other 

rights under applicable data protection law. 

mailto:dpo.ecs@euronext.com
https://autoriteitpersoonsgegevens.nl/en
https://ico.org.uk/
https://www.cnil.fr/en/home
https://www.imy.se/en
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However, we reserve the right to charge a reasonable administrative fee if your request is clearly 

unfounded, repetitive, or excessive. In such cases, we may also choose to refuse to act on the 

request. Where applicable, we will inform you of the grounds for any such decision. 

10. Updates to this Statement 
This Privacy Statement may be updated from time to time to reflect changes in our data processing 

practices, legal obligations, or service offerings. The most recent version will always be available 

on our website. 

We encourage you to review this Privacy Statement periodically to stay informed about how we 

protect your personal data. Material changes will be clearly communicated where required. 
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11. Annexes 

Annex 1 – Glossary of used terms 

Term Definition 

Anonymised data Data that has been processed in such a way that it can no longer be used 

to identify an individual, either directly or indirectly. Anonymised data 

is no longer considered personal data under data protection laws and is 

not subject to GDPR requirements. 

Compliance with a 

legal obligation 

Processing is necessary to comply with a legal or regulatory obligation 

to which CWC or a corporate subscriber is subject. 

Consent Your freely given, specific, informed, and unambiguous indication (e.g. 

via opt-in or checkbox) that you agree to the processing of your 

personal data for a specific purpose, such as receiving marketing 

communications. You have the right to withdraw your consent at any 

time. 

Controller A natural or legal person, public authority, agency, or other body which, 

alone or jointly with others, determines the purposes and means of the 

processing of personal data. Where the purposes and means are 

determined by Union or Member State law, the controller or the criteria 

for its nomination may be provided by such law. 

Cookie A small text file stored on a user's device by a website or application, 

often containing an online identifier or other browsing data used for 

functionality, analytics, or tracking purposes. 

Data Protection 

Authority (DPA) 

An independent public authority that is responsible for monitoring the 

application of data protection laws, handling complaints, and enforcing 

compliance. 

Data subject An identified or identifiable natural person to whom personal data 

relates. 

Lawful basis The legal grounds under data protection laws that allow the processing 

of personal data. These include legitimate interest, performance of a 

contract, compliance with a legal obligation, and consent. 

Legitimate interest Processing is necessary for the purposes of the legitimate interests 

pursued by CWC or a third party, provided those interests are not 

overridden by your rights and interests. This includes, for example, 

internal administrative purposes or ensuring platform security. We 
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always balance our interests with your rights before relying on this 

basis. 

Performance of a 

contract 

Processing is necessary for the performance of a contract to which you 

are a party, or to take steps at your request before entering into such a 

contract. This also applies where we process data on behalf of your 

employer or a corporate subscriber under a service contract. 

Personal data Any information relating to an identified or identifiable natural person. 

An identifiable natural person is one who can be identified, directly or 

indirectly, in particular by reference to an identifier such as a name, 

identification number, location data, online identifier, or to one or more 

factors specific to their physical, physiological, genetic, mental, 

economic, cultural or social identity. 

Processing Any operation or set of operations performed on personal data, whether 

or not by automated means. This includes collection, recording, 

organisation, structuring, storage, alteration, retrieval, consultation, use, 

disclosure by transmission, dissemination, alignment, restriction, 

erasure, or destruction. 

Processor A natural or legal person, public authority, agency, or other body which 

processes personal data on behalf of the Controller. 

Pseudonymised 

data 

Personal data that has been processed so that it can no longer be 

attributed to a specific individual without additional information (e.g. a 

key). Pseudonymised data is still considered personal data under the 

GDPR and must be protected accordingly. 

Third country A country outside the European Economic Area (EEA). Transfers of 

personal data to third countries are subject to specific safeguards under 

the GDPR, such as Standard Contractual Clauses, adequacy decisions, 

or other mechanisms to ensure an adequate level of protection. 

Annex 2 – Cookie inventory  
The following cookies are used on the CWC website and may be set either by CWC directly 

(first-party) or by third-party platforms integrated with our services. These cookies help us 

ensure platform functionality, monitor site performance, and improve the user experience.  

  

 Cookie Name  Domain  Path  Type  Category  



 
PRIVATE 

__cf_bm  companywebcast.com /  First-

party  

Necessary  

_cfuvid  companywebcast.com /  First-

party  

Necessary  

__cf_bm  .hubspotusercontent-na1.net  /  Third-

party  

Necessary  

__cf_bm  .hubspotusercontent-eu1.net  

  

/  Third-

party  

Necessary  

__cf_bm  .hs-banner.com  /  Third-

party  

Necessary  

__cf_bm  .hsadspixel.net  /  Third-

party  

Necessary  

__cf_bm  .hs-analytics.net  /  Third-

party  

Necessary  

__cf_bm  .usemessages.com  /  Third-

party  

Necessary  

__cf_bm  .hubspot.com  /  Third-

party  

Necessary  

_cfuvid  .hubspot.com  /  Third-

party  

Necessary  

__cf_bm  .hsforms.com  /  Third-

party  

Necessary  

_cfuvid  .hsforms.com  /  Third-

party  

Necessary  

__cf_bm  .hsforms.net  /  Third-

party  

Necessary  

_ga  companywebcast.com /  First-

party  

Analytics  

_gid  companywebcast.com /  First-

party  

Analytics  

bcookie  linkedin.com  /  Third-

party  

Advertising

  



 
PRIVATE 

li_gc  linkedin.com  /  Third-

party  

Advertising

  

lidc  linkedin.com  /  Third-

party  

Advertising

  

CLID  www.clarity.ms  /  Third-

party  

Analytics  

MUID  .bing.com  /  Third-

party  

Advertising

  

MR  .c.bing.com  /  Third-

party  

Advertising

  

SRM_B  .c.bing.com  /  Third-

party  

Advertising

  

SM  .c.clarity.ms  /  Third-

party  

Necessary  

MUID  .clarity.ms  /  Third-

party  

Advertising

  

MR  .c.clarity.ms  /  Third-

party  

Advertising

  

ANONCHK  .c.clarity.ms  /  Third-

party  

Necessary  

ajs_anonymous_id

  

companywebcast.com /  First-

party  

Analytics  

_gat  companywebcast.com /  First-

party  

Analytics  

hs_cookie_cat_pre

f  

companywebcast.com /  First-

party  

Necessary 

ajs_user_id  companywebcast.com /  First-

party  

Analytics  

hubspotutk  companywebcast.com /  First-

party  

Analytics  

__hssc  companywebcast.com /  First-

party  

Analytics  

http://www.clarity.ms/


 
PRIVATE 

__hssrc  companywebcast.com /  First-

party  

Analytics  

__hstc  companywebcast.com /  First-

party  

Analytics  

 

 

Note: Cookie deployment may vary depending on user location, device type, and the user’s 

consent preferences. Users can manage their cookie settings at any time via the cookie banner or 

browser settings.  

Annex 3 – Cookie removal instructions  
As part of our commitment to privacy and compliance with the GDPR, we provide the following 

information on how to remove cookies from your browser:  

Google Chrome:  

• Open Chrome and click on the three-dot menu icon in the top-right corner.  

• Select “Settings” from the drop-down menu.  

• Under the “Privacy and security” section, click on “Clear browsing data.”  

• Select the time range for which you want to remove cookies.  

• Check the box next to “Cookies and other site data.”  

• Click on the “Clear data” button to remove the cookies.  

Mozilla Firefox:  

• Open Firefox and click on the menu button (three horizontal lines) in the top-right 

corner.  

• Select “Settings” from the menu.  

• In the left sidebar, click on “Privacy & Security.”  

• Under the “Cookies and Site Data” section, click on the “Clear Data” button.  

• Check the box next to “Cookies and Site Data.”  

• Click on the “Clear” button to remove the cookies.  

Safari:  

• Open Safari and click on “Safari” in the top menu.  

• Select “Settings” from the drop-down menu.  

• In the Preferences window, click on the “Privacy” tab.  

• Click on the “Manage Website Data” button.  

• In the new window, select the website(s) for which you want to remove cookies.  

• Click on the “Remove” button, then click “Done” to confirm.  



 
PRIVATE 

Please note that the above instructions may vary slightly depending on the browser version you 

are using. If you are using a different browser, we recommend referring to the browser’s 

documentation or support website for specific instructions.  
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